
                                                  MS Team Policy  

                                                     Messaging Policies 

Purpose: Control chat and channel messaging features. 

Steps: 

Access Teams Admin Center: 

o Navigate to admin.teams.microsoft.com. 

2. Go to Messaging Policies: 

o In the left pane, select Messaging policies. 

3. Create a Custom Policy: 

o Click Add. 

o Enter a Name and Description. 

o Configure settings like: 

 Allow/Disallow Giphy, Memes, Stickers 

 Allow/Disallow message editing/deletion 

 Enable/Disable read receipts 

o Click Save. 

4. Assign the Policy: 

o Select the policy. 

o Click Assign users. 

o Search for users and click Apply. 

 

https://admin.teams.microsoft.com/


 

 

 

 



 

 

 

 

 

 

 

 

 

 

 



 

                                          Meeting Policies 

 

Purpose: Control meeting features for organizers and participants. 

Steps: 

1. Access Teams Admin Center: 

o Navigate to admin.teams.microsoft.com. 

2. Go to Meeting Policies: 

o In the left pane, select Meetings > Meeting policies. 

3. Create a Custom Policy: 

o Click Add. 

o Enter a Name and Description. 

o Configure settings like: 

 Who can schedule meetings 

 Allow/Disallow anonymous join 

 Enable/Disable meeting recording 

o Click Save. 

4. Assign the Policy: 

o Select the policy. 

o Click Assign users. 

o Search for users and click Apply. 

 

 

https://admin.teams.microsoft.com/


 

 

 

 



 

 

 

 

 

 



 

 

 

 



 

 

For detailed instructions, refer to the official Microsoft documentation: Manage meeting and 

event policies in Microsoft Teams. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

https://learn.microsoft.com/en-us/microsoftteams/meeting-policies-overview
https://learn.microsoft.com/en-us/microsoftteams/meeting-policies-overview


 

 

 

                                                              Calling Policies 

 Purpose: Control calling features like call forwarding and voicemail. 

Steps: 

1. Access Teams Admin Center: 

o Navigate to admin.teams.microsoft.com. 

2. Go to Calling Policies: 

o In the left pane, select Voice > Calling policies. 

3. Create a Custom Policy: 

o Click Add. 

o Enter a Name and Description. 

o Configure settings like: 

 Enable/Disable call forwarding 

 Allow/Disallow voicemail 

 Enable/Disable call delegation 

o Click Save. 

4. Assign the Policy: 

o Select the policy. 

o Click Assign users. 

o Search for users and click Apply. 

For detailed instructions, refer to the official Microsoft documentation: Configure calling 

policies in Microsoft Teams. 

 

 

 

 

 

 

                                                         App Permission Policies 

https://admin.teams.microsoft.com/
https://learn.microsoft.com/en-us/microsoftteams/teams-calling-policy
https://learn.microsoft.com/en-us/microsoftteams/teams-calling-policy


Purpose: Control which apps users can access in Teams. 

Steps: 

1. Access Teams Admin Center: 

o Navigate to admin.teams.microsoft.com. 

2. Go to App Permission Policies: 

o In the left pane, select Teams apps > Permission policies. 

3. Create a Custom Policy: 

o Click Add. 

o Enter a Name and Description. 

o Configure settings like: 

 Allow/Disallow Microsoft apps 

 Allow/Disallow third-party apps 

 Allow/Disallow custom apps 

o Click Save. 

4. Assign the Policy: 

o Select the policy. 

o Click Assign users. 

o Search for users and click Apply. 

For detailed instructions, refer to the official Microsoft documentation: Manage app 

permission policies in Microsoft Teams. 

 

 

 

 

 

 

 

 

 

                                                 Compliance & Security Policies 

Purpose: Ensure data retention, sensitivity labeling, and compliance. 

https://admin.teams.microsoft.com/
https://learn.microsoft.com/en-us/microsoftteams/teams-app-permission-policies
https://learn.microsoft.com/en-us/microsoftteams/teams-app-permission-policies


Steps: 

1. Access Microsoft Purview Compliance Portal: 

o Navigate to compliance.microsoft.com. 

2. Configure Retention Policies: 

o In the left pane, select Solutions > Information governance > Retention. 

o Click + New retention policy. 

o Follow the wizard to define retention settings. 

3. Configure Sensitivity Labels: 

o In the left pane, select Solutions > Information protection > Labels. 

o Click + Create a label. 

o Follow the wizard to define label settings. 

4. Assign Policies: 

o For each policy, define which users or groups the policy applies to. 

For detailed instructions, refer to the official Microsoft documentation: Get started with 

communication compliance. 

 

https://compliance.microsoft.com/
https://learn.microsoft.com/en-us/purview/communication-compliance-configure
https://learn.microsoft.com/en-us/purview/communication-compliance-configure

